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[bookmark: _Toc11841771]1.  Executive Summary
Reusable data services are things such as API’s and Web Services. They are software access points that allow two applications to “talk” (i.e., exchange data) with each other. A well-defined reusable data service makes it easier to develop a software application by providing the building blocks which a programmer then uses to put the blocks together.  If the reusable data service on both sides of a transmission speaks the same language there is no translation required. Otherwise, an intermediary is needed to perform the translation for the two applications to communicate which adds another layer of integration, complexity, management, and, therefore, cost.
[bookmark: _Toc7343481][bookmark: _Toc11841772]1.1.  Reusable Data Service – First Notice of Loss (FNOL)
The reusable data service described within this document addresses the following transaction:
	“First Notice of Loss (FNOL)”
The FNOL transaction allows a more efficient customer experience when a claims situation arises.  A customer that files a claim through their broker, information about that claim is automatically registered with the insurance company and important information pertaining to that claim is immediately provided to the customer.  This information includes contact information, adjuster contact and information, process and progress documentation and, of course, a claim number for future reference.  Today, this process is essentially manual involving multiple steps and multiple forms of communication, and can take days to compile.  By automating this process using the FNOL standard, brokers using a BMS/CMS system that has the FNOL reusable data service and which is supported by a participating carrier, customers can receive all of this information quickly and efficiently.

[bookmark: _Toc11841773]1.2.  Benefits 
By following the Implementation Specifications Guideline for the specific reusable data service contained within this document, insurance companies and BMS/CMS vendors that implement this service would eliminate a significant amount of the ‘discovery’ process normally associated with new application and systems integration development.  Not every implementation will or can be the same due to the differing systems used by each insurance company as well as the unique platform used by each of Canada’s leading BMS/CMS vendors.

[bookmark: _Toc7343482][bookmark: _Toc11841774]2.  Administration
[bookmark: _Toc7343483][bookmark: _Toc11841775]2.1.  Living Document
In the spirit of the DX Project, it is imperative that all participants freely and openly share what they’ve learned so that development can proceed as fast as possible across the broker distribution channel.  By sharing in the development of this or any reusable data service, stakeholders consuming these services will possess the advantage of taking what has been learned and successfully implemented elsewhere as they begin implementing these reusable data services within their own respective system whether it’s on the carrier side or a BMS/CMS.
With each implementation, stakeholders are encouraged to publish what they’ve learned. Anything new or different or something that might have been unique to even just one stakeholder’s implementation, all represent important aspects of what can be learned during the implementation process that might not have been available and included as part of the documentation at the time that particular reusable data service was retrieved from the library.  Continued updates to the documentation will benefit all future stakeholders looking to implement the same reusable data service within their system.

[bookmark: _Toc7343485][bookmark: _Toc11841776]2.2.  Change Process (Change Control)
[bookmark: _Toc7343486]As development of each reusable data service is completed, changes to the service will inevitably be necessary as stakeholders begin to implement these services within their own respective systems. 
These changes may include, but are not limited to, changes to the Implementation Specifications Guideline (contained herein) and any component contained within the reusable data services document as published in the Reusable Data Services Library.
Each reusable data service that has been created was done so through the effort of an assigned multi-stakeholder Working Group.  Each Working Group was tasked with developing a reusable data service based on an assigned transaction type.  It is the responsibility of the Working Group to develop the Implementation Specifications Guideline for the transaction assigned.  Specifically, this activity includes documenting what content should be included within the Implementation Specifications Guideline. 
As each reusable data service is implemented and new information is learned as a result of each successive implementation, this information will be shared with the Working Group responsible for having created the specific reusable data service.  It is then the responsibility of the Working Group to assess the information provided and determine if that information should be incorporated into the documentation for that specific reusable data service.  
The change control process for a reusable data service becomes the responsibility of the Working Group who first created the reusable data service.  Once a proposed change to a reusable data service has been accepted by the Working Group, that change will be incorporated into the reusable data service and subsequently published in the Reusable Data Services Library.  Changes to a reusable data service will be tracked with applied version control.

[bookmark: _Toc11841777]2.3.  CSIO Role
[bookmark: _Toc7343488][bookmark: _Toc7343487]The role of the CSIO is to operate and manage the Reusable Data Services Library (RDSL).   The RDSL is a repository that contains all the completed reusable data services which then are available to stakeholders to view, download, and implement.

[bookmark: _Toc11841778]2.3.1.  Access Tracking/Update Logs
As stakeholders begin to access and download reusable data services for implementation within their system, changes to these services will occur over time.  When a stakeholder has downloaded a specific reusable data service from the library, that stakeholder will be notified when a change to that reusable data service has been made.  This allows the stakeholder to assess what changes were made to the reusable data service and determine the appropriate updates that may need to be made to that stakeholder’s system. 

[bookmark: _Toc11841779]2.4.  Test Environments
When a reusable data service has been created, the Implementation Specifications Guide for that reusable data service may contain actual code samples which the stakeholder can then evaluate for use within their own respective system.
Upon implementing the reusable data service, it should be tested for compliance.  The testing facility or “sandbox” will allow any vendor, carrier, or third party to test their reusable data service for compliance with CSIO data standards. This will allow them to test their reusable data service by running them against a pre-determined set of services that can send and receive transactions that use the same data standards. If there are no errors it will be certified as CSIO compliant.

[bookmark: _Toc7343489][bookmark: _Toc11841780]2.5.  Working Groups
[bookmark: _Toc7343490][bookmark: _Toc11841781]2.5.1.  Composition
Research conducted by the Wharton School of Business found that the ideal working group size consists of 5 to 6 members.  When more members are added productivity counter intuitively goes down not up.  For IBAC Data Exchange working groups, the following composition is suggested for each identified Working Group:
· Carrier
· 1 Business Resource
· 1 Technical Resource
· BMS/CMS Vendor
· 1 Business Resource
· 1 Technical Resource
· CSIO
· 1 Resource
· IBAC
· 1 Resource

It’s important to have a business resource on the team to ensure focus of purpose as well as being able to deliver on features and functionality that squarely benefit the broker distribution channel. These benefits can be realized by introducing cost and/or time saving functionality that improves the broker-customer experience.

[bookmark: _Toc7343492][bookmark: _Toc11841782]2.5.2.  Parallel Development Paths
As each reusable data service is developed through the effort of its respective Working Group, it is recognized that multiple Working Groups will be working on other reusable data services at the same time. These efforts will be running in parallel and should not necessarily interfere with one another as the focus for each working group effort will be unique.  There may be some overlap with respect to the base CSIO standards being used to carry out the transaction but such overlap would be for background information only.

[bookmark: _Toc7343493][bookmark: _Toc11841783]2.6.  Governance
[bookmark: _Toc7343494][bookmark: _Toc11841784]2.6.1.  Review Process for Changes to the RDS
When a reusable data service has been completed and submitted for inclusion within the Reusable Data Services Library, that service will be eligible for download and consumption by any member of CSIO in good standing.  When changes to the service need to be considered or are made, these changes are subject to approval by the Working Group assigned to that reusable data service.  It is expected that changes will be approved within 30 days of submission.
[bookmark: _Toc7343495][bookmark: _Toc11841785]2.6.2.  Versioning
Multiple revisions to the FNOL reusable data service may exist depending on how much work has gone into defining the service.  It is expected the latest version is the one most stakeholders will use as they work towards implementing the service within their system.  
Prior versions of the reusable data service will be maintained as a way to track its history and usage.

[bookmark: _Toc7343496][bookmark: _Toc11841786]2.6.3.  Backwards Compatibility
As reusable data service implementations occur across multiple systems, there will be times when multiple iterations of the standard will exist which may affect those implementations from an application development perspective.  While every effort should be made to update a specific stakeholder’s implementation, each will be subject to analysis by that stakeholder in order to determine when updates can or should be done.  
From an application development perspective, it is recognized that each stakeholder has certain development cycles, release schedules, and analysis to perform when implementing and maintaining a reusable data service.  That said, it is important to also recognize that each reusable data service is 

[bookmark: _Toc7343497][bookmark: _Toc11841787]2.6.4.  Acceptable Use Policies
Information, documentation, methods, including the Implementation Specifications Guideline, and all referenced CSIO standards should be strictly followed. Any implementation of a reusable data service that does not conform to the above will not be supported.  This includes “one-of” implementations or any implementation that does not rely on the use and adoption of CSIO standards.
[bookmark: _Toc11841788]2.6.5 Intellectual Property Definitions & Ownership Principals

In the spirit of the 2018 IBAC Data Exchange Partner Statement it was agreed to share intellectual property that supports the free flow of data between insurer and vendor BMS systems.  The following definitions and principals are intended to foster the Partner Statement and protect the background IP of participating CSIO member entities. 
Background IP is IP that is relevant to the DX collaborative project that is supplied by the partners at the start of the project.  Background IP is owned by the party supplying it and retains ownership throughout the project and said ownership survives the project conclusion. 
[bookmark: _Hlk11836178]Foreground IP is all the IP produced within the DX collaborative project during the project’s tenure.  Foreground IP created by the DX project can be used by any CSIO member in good standing on a royalty free basis.
Sideground IP is IP that is relevant to the DX collaborative project, but produced outside the project by any of the partners during the project’s tenure.  Sideground IP remains and continues to be the IP of the creater.
Postground IP is IP that is relevant to the DX collaborative project that is produced by any of the partners after the project ends.  Postground IP can be revisions, additions and updates to the Foreground IP and can be used by any CSIO member in good standing on a royalty free basis.
[bookmark: _Toc7343498][bookmark: _Toc11841789]3.  Implementation Specifications Guideline
[bookmark: _Toc7343499][bookmark: _Toc11841790]3.1.  Messaging stack
[bookmark: _Toc7343500]The web clients initiating the requests, and the web services that would receive these requests and respond to them, will utilize the SOAP XML v1.2 messaging framework to encapsulate the request and response messages.
Within the SOAP XML envelope, the client will submit authentication details in the form of a plain text username/password as defined in the WS-Security Extensions format. The receiving web service can then use these credentials as required to authenticate the client and verify authorization.
Within the SOAP XML body, the client will submit a minimal XML document fragment that wraps a CSIO XML request package, and likewise the web service will do the same in the response with the CSIO XML response package.
[bookmark: _Toc11841791]3.2.  Server specifications
[bookmark: _Toc7343501]Servers receiving web requests on behalf of the reusable services must support communications in SOAP XML v1.2 over HTTP/1.1 or greater.
Servers must enforce transport security in TLS v1.2 or greater, and must use only forward secrecy compatible encryption algorithms.
[bookmark: _Toc11841792]3.3.  Minimum data spec
[bookmark: _Toc7343502]For minimum data specifications regarding the CSIO XML payload sample within the SOAP XML request, see the ‘Claims Required Fields.xmlx’ document included in this specifications package. The Excel sheet will list the fields required to be submitted by the client, as well as the fields the receiving web service must respond with should the request process successfully.
Field numbers in the required fields document correspond with field number comments in the provided samples in the ‘CSIO XML Samples’ directory.
[bookmark: _Toc11841793]3.4.  Sample code of up and down transactions
[bookmark: _Toc7343503]Examples of the claims notice exchange are provided with this documentation package.
For examples of the SOAP XML exchange, see the ‘Service Message Samples’ directory. These samples represent the SOAP XML header and body, without going into detail into the CSIO XML stream. For examples of the CSIO XML request and response streams that would be embedded in the SOAP XML body, see the ‘CSIO XML Samples’ directory for specific claims scenarios.
[bookmark: _Toc11841794]3.5.  Service communication technology need to support (XML 2.0 etc.)
· [bookmark: _Toc7343504]TLS v1.2 or greater
· HTTP/1.1 or greater
· XML v1.0
· SOAP XML v1.2 or greater
· CSIO XML v1.36
[bookmark: _Toc11841795]3.6.  API Standardization
[bookmark: _Toc7343505]TODO: Place reference to WSDL/XSD files here once web service and CSIO XML sample drafts are agreed to by the group as final.
[bookmark: _Toc11841796]3.7.  Dependencies
[bookmark: _Toc7343506]An active CSIO membership may be required for access to the CSIO XML standards documentation referenced and utilized by this service.
Client software developed from this standard will need an active internet connection in order to send new claims notices.
Carriers will be required to have their service reachable from the public internet so that end-user client software may communicate with it.
[bookmark: _Toc11841797]3.8.  Templates
[bookmark: _Toc7343507][bookmark: _Toc11841798]Template Requirements for future Working Groups and work products


[bookmark: _Toc7343508][bookmark: _Toc11841799]Appendix
· Supporting Materials ???



